
Privacy Policy

With respect to maintaining the confidentiality of customer data. We respect the

desire of everyone to remain anonymous and take all necessary measures to protect

the personal information of customers. Any personal information provided by the

client is used only to place an order for services and provides conditions for their

renewal.

1. COLLECTION OF PERSONAL INFORMATION

When registering on the company's website, we ask you to provide personal

information to the extent necessary for the provision of services. We offer

the right to exclude additional personal information if necessary.

- COOKIES: When placing users on the site, we send one or more cookies to your

  computer or other device. Cookies are used to improve the quality of food: user

  settings.

- VISIT INFORMATION: Information about visits is automatically recorded. These logs

  are reporting information: request to the server, visitor IP address, visitor

  information, date and time of the request.

- SALE OF SERVICES ON PARTNER SITES: Some of the services we offer are carried by other

  sites. The personal information you provide to such sites may be shared with us in

  order to provide those services. We calculate information about such a form in

  accordance with this privacy policy.

PRIME TECH HUB LIMITED may process personal information about servers in all countries.
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2. PROVIDING ACCESS TO INFORMATION

We provide access to personal data only within the following limits:

- We have your permission for this. Your confirmation is required for the transfer of

  any confidential information.

- The registry requires that information about the registrant's domain names be

  published in the WHOIS system. This includes address, name, and email.

This is necessary for:

1. Receiving legal confirmations, rulings, or requests from public authorities.

2. Identification of service delivery issues, including fraud detection.

3. Detection and prevention of fraudulent activities, as well as solutions to security

   problems.

4. Protecting against potential threats to decisions, property, or safety.

3. INFORMATION SECURITY

We take all necessary steps to protect customer data from unauthorized access,

modification, or misuse. These measures include verifying processes for collecting,

storing, and processing data and implementing encryption and physical security measures.

4. ACCESS TO PERSONAL INFORMATION AND ITS UPDATING

We ensure that users can access their personal data and either correct it if it is

incorrect or delete it upon request, unless its retention is required for legitimate
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business purposes. Before processing such requests, we verify users' identity.

5. CHANGES TO THIS PRIVACY POLICY

This privacy policy may be updated periodically. Changes will be posted on this

page.


